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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes to add a new requirement for solutions that leverage DNS mechanisms.
1 Introduction
Though DNS technology in general, has been largely stable (or even stagnant), the DNS system is currently undergoing significant evolution. This contribution proposes to add a requirement: any solution which leverages DNS needs to consider the significant evolution that the DNS system is undergoing 
2 Proposal
Though DNS technology in general has been largely stable, the DNS system is currently undergoing significant evolution.
· Since 2013, the IETF has worked on DNS privacy (e.g. DNS-over-HTTPS (DOH, draft-ietf-doh-dns-over-https). DNS traffic is evolving driven by users concern for privacy. UE OSs, Browsers and application have introduced DoT and DoH in the stub resolvers. When any such form of encryption is used, only the client/OS selected DNS resolver have visibility of the DNS and can add DNS headers e.g. ECS to assist DNS resolution. 
· UE OSs and Browsers facilitate users configure their own DNS resolver and overwrite the MNO indication. In some cases, the DNS Resolver will be deployed at the DN.
[bookmark: _Hlk36544775]Any solution that leverages DNS should consider that DNS traffic between the UE and the DNS resolver in the operator or 3rd party network may be encrypted. Solutions should not require visibility of unencrypted DNS in the path between the DNS client and the DNS Resolver e.g. in UPF or another DNS transparent middlebox. 
This pCR proposes to update the requirements to guarantee that this limitation is considered.
************* Start Changes *************
General Requirements and Assumptions
The architecture for support of Edge Computing in 5GC shall be based on the following architecture principles:
-	The architecture shall support scenarios where UEs are unaware of Edge Computing.
-	The architecture shall support scenarios where UEs are aware of Edge Computing.
-	The architecture shall support scenarios where applications are unaware of Edge Computing.
-	The architecture shall support scenarios where applications are aware of Edge Computing.
NOTE:	Different features and optimisation may apply if UEs and/or applications are aware or unaware of edge computing.
-	It shall be possible for Application Clients in the UE to use Edge Computing without any specific edge computing logic in the Application Client.
-	The 5GC shall only support the edge computing hosting Environment beyond the PSA/UPF.
-	The edge computing hosting environment may be under the control of the operator or under the control of third parties.
-	It shall be possible for an edge computing hosting environment to connect to several PLMNs.
-	It shall be possible for an edge computing hosting environment to have no connectivity with the central data network.
-	It shall be possible for an edge computing hosting environment to have connectivity with the central data network.
-	The architecture should support one PLMN that is connected to several providers of edge computing host environments.
-	A PLMN operator shall continue to have the possibility to provide edge computing service differentiation (e.g. by enabling/disabling the Edge Computing features).
-	The architecture used for 5GC Edge Computing shall continue to leverage on already developed features in 3GPP Rel-15 and Rel-16.
-	The architecture should leverage on widely used IP mechanisms, e.g. DNS, when applicable. Any solution based on DNS needs to consider that DNS traffic may be encrypted between the UE and the DNS Resolver in the operator or 3rd party network. DNS traffic may not be identifiable by intermediate network entities in the path, e.g. when sent over HTTPS.
-	Solutions shall build on the 5G System architectural principles as in TS 23.501 [2], including flexibility and modularity for newly introduced functionalities.
-	5G System shall enable edge computing support for all connectivity models in the 5G system including the ones listed in clause 4.2.
*************** End Changes ***************
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